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NAME
accept — accept a connection on a stck

SYNOPSIS
#include <sys/types.h>
#include <sys/sockt.h>

int accept(int s, struct sockaddr *addr, int * addrlen);

DESCRIPTION
The agumentsis a sockt that has been created withclket(3N) and bound to an address wiitimd (3N),
and that is listening for connections after a callsten(3N). Theaccept()function etracts the first con-
nection on the queue of pending connections, creates aocket with the properties of and allocates a
new file descriptarns, for the sockt. If no pending connections are present on the queue and the isock
not marled as non-blockingaccept() blocks the caller until a connection is preselitthe soclet is
marked as non-blocking and no pending connections are present on theapeepé( )returns an error as
described belo. The accept()function uses thaetconfig4) file to determine th6 TREAMS device file
name associated with This is the deice on which the connect indication will be accept&tie accepted
soclet, ns, is used to read and write data to and from the ebttlat connected tus it is not used to accept
more connectionsThe original sockt () remains open for accepting further connections.

The agumentaddr is a result parameter that is filled in with the address of the connecting entity as it is
known to the communications layeThe act format of theaddr parameter is determined by the domain
in which the communication occurs.

The agumentaddrlenis a \alue-result parametetnitially, it contains the amount of space pointed to by
addr; on return it contains the length in bytes of the address returned.

Theaccept()function is used with connection-based sadipes, currently witSOCK_STREAM.

It is possible teselec{3C) orpoll(2) a sockt for the purpose of accept()by selecting or polling it for a
read. Haovever, this will only indicate when a connect indication is pending; it is still necessary to call
accept()

RETURN VALUES
Theaccept()function returns-1 on error If it succeeds, it returns a nongative integer that is a descrip-
tor for the accepted soek

ERRORS
accept()will fail if:
EBADF The descriptor is ialid.
EINTR The accept attemptas interrupted by the dediry of a signal.
EMFILE The pefprocess descriptor table is full.
ENODEV The protocol &mily and type corresponding $a@ould not be found in theetcon-
fig file.
ENOMEM There vas insuficient user memoryvailable to complete the operation.
EPROTO A protocol error has occurred; forample, theSTREAMS protocol stack has not
been initialized or the connection has already been released.
EWOULDBLOCK The sockt is marlkd as non-blocking and no connections are present to be
accepted.
SEE ALSO

poll(2), bind (3N), connec{3N), listen(3N), selec{3C), socket(3N), netconfig4), attrib uteg5), socket(5)
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NAME
bind - bind a name to a sak

SYNOPSIS
#include <sys/types.h>
#include <sys/sockt.h>

int bind(int s, const struct sockaddr *name int namelei;

DESCRIPTION
bind() assigns a name to an unnamed stckVhena cket is created witlsocket(3N), it exists in a name
space (addressrhily) but has no name assignebind() requests that the name pointed torfamebe
assigned to the soek

RETURN VALUES
If the bind is successful) is returned.A return \alue of-1 indicates an errowhich is further specified in
the globalerrno.

ERRORS
Thebind() call will fail if:
EACCES The requested address is protected and the current user has inadequate permission
to access it.
EADDRINUSE The specified address is already in use.
EADDRNOTAVAIL The specified address is netiéable on the local machine.
EBADF sis not a alid descriptar
EINVAL nameleris not the size of aalid address for the specified addressify.
EINVAL The sockt is already bound to an address.
ENOSR There were insfitient STREAMSresources for the operation to complete.
ENOTSOCK sis a descriptor for a file, not a s@tk
The following errors are specific to binding names inwhgx domain:
EACCES Search permission is denied for a component of the path prefix of the pathname in
name
EIO An 1/O error occurred while making the directory entry or allocating the inode.
EISDIR A null pathname s specified.
ELOOP Too mary symbolic links were encountered in translating the pathnamarime
ENOENT A component of the path prefix of the pathnameamedoes not xist.
ENOTDIR A component of the path prefix of the pathnameameis not a directory
EROFS The inode wuld reside on a read-only file system.
SEE ALSO
unlink (2), socket(3N), attrib uteg5), socket(5)

NOTES
Binding a name in the&INIX domain creates a sagkin the file system that must be deleted by the caller
when it is no longer needed (usinglink (2)).

The rules used in name bindingry between communication domains.
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NAME

dup(2)

dup, dup2 - duplicate a file descriptor

SYNOPSIS

#include <unistd.h>

int dup(int oldfd);
int dup2(int oldfd, int newfd);

DESCRIPTION

dup() anddup2() create a copof the file descriptooldfd.
dup() uses the Mest-numbered unused descriptor for the descriptor

dup2() malesnewfd be the cop of oldfd, closing newfd first if necessarybut note the follaving:
* |f oldfdis not a alid file descriptarthen the calldils, andnewfdis not closed.

* |f oldfdis a \alid file descriptgrand newfd has the samealue asldfd, thendup2() does nothing, and
returnsnewfd.

After a successful return frontup() or dup2(), the old and ne file descriptors may be used interchange-
ably. They refer to the same open file description (epen(2)) and thus share file feét and file status
flags; for @ample, if the file dbet is modified by usintgeek2) on one of the descriptors, théset is also
changed for the other

The two descriptors do not share file descriptor flags (the closexemftag). Theclose-on-gec flag
(FD_CLOEXEC; seefcntl (2)) for the duplicate descriptor isfof

RETURN VALUE

dup() anddup2() return the ne descriptor or —1 if an error occurred (in which caserrnois set appropri-
ately).

ERRORS

EBADF

oldfdisn’t an open file descriptoior newfdis out of the alloved range for file descriptors.
EBUSY

(Linux only) This may be returned tajup2() during a race condition withpen(2) anddup().
EINTR

Thedup?2() call was interrupted by a signal; ssignal(7).
EMFILE

The process already has the maximum number of file descriptors open and tried to open a ne
one.

CONFORMING TO

NOTES

SVr4, 4.3BSD, POSIX.1-2001.

The error returned bgtup2() is different from that returned Hgntl(..., F_DUPFD, ...) whennewfd is out
of range. On some systenaup2() also sometimes returNVAL like F_DUPFD.

If newfd was gpen, ag errors that veuld have keen reported atlos€2) time are lost.A careful program-
mer will not usedup?2() without closingnewfd first.

SEE ALSO

closg2), fentl (2), open(2)

COLOPHON

This page is part of release 3.05 of the Liman-paes project. Adescription of the project, and informa-
tion about reportingums, can be found at http://wwkernel.og/doc/man-pages/.
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exec, execl, execy, execle, xecve, execlp, execvp — execute a file

SYNOPSIS

#include <unistd.h>
int execl(const char *path, const char *arg0, ..., const char *argn, char * /*NULL*/);
int execv(const char *path, char *const argv[]);

int execle(const char *path,char *constargO[], ..., onst char *argn,
char * /*NULL*/, char *const ervp[]);

int exec\we (const char *path, char *const argv[] char *consternvp[]);
int execlp (const char *file, const char *arg0, ..., const char *argn, char * /*NULL*/);
int execvp (const char *file, char *const argv[]);

DESCRIPTION

Each of the functions in thexecfamily overlays a nev process image on an old proce3$e nev process

image is constructed from an ordinaeyecutable file. This file is either anxecutable object file, or a file

of data for an interpreterThere can be no return from a successful call to one of these functions because
the calling process image igenlaid by the ne process image.

When a C program isxecuted, it is called as foles:
int main (int ar gc, charCargv[], char Cenvp[]);

whereargc is the agument countargv is an array of character pointers to thguanents themseds, and
envpis an array of character pointers to theiemment strings.As indicatedargcis at least one, and the
first member of the array points to a string containing the name of the file.

The agumentsargQ, ..., argn point to null-terminated character stringehese strings constitute thegar
ment list @ailable to the n& process image Conventionally at leastrg0 should be presentThe arg0
amgument points to a string that is the sameath (or the last component giath). Thelist of agument
strings is terminated by(ahar )0 algument.

Theargv amument is an array of character pointers to null-terminated striffgsse strings constitute the
amgument list gailable to the ne process imageBy convention, argv must hae & least one membeand

it should point to a string that is the samepath (or its last component)Theargv algument is terminated
by a null pointer

The path argument points to a path name that identifies theprecess file.

Thefile agument points to the meprocess file.If file does not contain a slash charadtes path prefix for
this file is obtained by a search of the directories passed RATHeervironment \ariable (se@rvir on(5)).

File descriptors open in the calling process remain open in theroeess.

Signals that are being caught by the calling process are set to #udt défposition in the me process
image (seesignal(3C)). Otherwisethe nev process image inherits the signal dispositions of the calling
process.

RETURN VALUES

If a function in theexecfamily returns to the calling process, an error has occurred; the retiue is—1
anderrno is set to indicate the error
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NAME

fileno(3)

clearery feof, ferror fileno — check and reset stream status

SYNOPSIS

#include <stdio.h>

void clearerr(FILE * stream);
int feof(FILE * stream);

int ferr or(FILE * strean);

int fileno(FILE * strean);

DESCRIPTION

The functionclearerr () clears the end-of-file and error indicators for the stream pointedstielayn

The functionfeof() tests the end-of-file indicator for the stream pointed tsti®am returning non-zero if
it is set. The end-of-file indicator can only be cleared by the funatlearerr ().

The functionferr or() tests the error indicator for the stream pointed tetl®am returning non-zero if it is
set. Theerror indicator can only be reset by thearerr () function.

The functionfileno() examines the gumentstreamand returns its intger descriptor
For non-locking counterparts, selocked_stdiq3).

ERRORS

These functions should noaif and do not set thexeernal \ariable errno. (However, in casefileno()
detects that its gument is not aalid stream, it must return —1 and sethoto EBADF.)

CONFORMING TO

The functionglearerr (), feof(), andferror() conform to C89 and C99.

SEE ALSO

open(2), fdopen(3), stdio(3), unlocked_stdiq3)
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NAME
fopen, fdopen - stream open functions

SYNOPSIS
#include <stdio.h>

FILE *f open(const char *path, const char *modg);
FILE *fdopen(int fildes const char *mods);

DESCRIPTION
Thefopen function opens the file whose name is the string pointed mathyand associates a stream with
it.

The agumentmodepoints to a string lggnning with one of the follving sequences (Additional characters
may follow these sequences.):

r Open tat file for reading. The stream is positioned at thegbeing of the file.

r+ Open for reading and writingThe stream is positioned at thegbing of the file.

w Truncate file to zero length or creatgttfile for writing. The stream is positioned at thegbeing
of the file.

w+ Open for reading and writingThe file is created if it does natist, otherwise it is truncatedlhe
stream is positioned at thediening of the file.

a Open for appending (writing at end of fileJhe file is created if it does notist. Thestream is

positioned at the end of the file.

at Open for reading and appending (writing at end of filE)e file is created if it does noxist.
The stream is positioned at the end of the file.

The fdopen function associates a stream with ttxésting file descriptarfildes The modeof the stream
(one of the =lues "r", "r+", "w", "w+", "a", "a+") must be compatible with the mode of the file descriptor
The file position indicator of the mestream is set to that belongingfitiles and the error and end-of-file
indicators are clearedViodes "w" or "w+" do not cause truncation of the filEhe file descriptor is not
dup’ed, and will be closed when the stream createfddyyenis closed. The result of applyinfdopento a
shared memory object is undefined.

RETURN VALUE
Upon successful completiofopen, fdopen and freopenreturn aFILE pointer Otherwise, NULL is
returned and the globahriableerrnois set to indicate the error

ERRORS
EINVAL
Themodeprovided tofopen, fdopen, or freopenwas invdid.

Thefopen, fdopen andfreopenfunctions may alsoafl and seerrno for ary of the errors specified for the
routinemalloc(3).

Thefopen function may alsodil and seerrnofor ary of the errors specified for the routinpen(2).
Thefdopen function may alsodil and seerrnofor ary of the errors specified for the routifeatl (2).

SEE ALSO
open(2), fclosg3), fileno(3)
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NAME
fgetc, fgets, getc, getchaets, ungetc — input of characters and strings

SYNOPSIS
#include <stdio.h>

int fgetc(FILE * stream);
char *fgets(char *s, int size FILE * strean);
int getc(FILE * strean);
int getchar(void);
char *gets(char *s);
int ungetc(int ¢, FILE * strean);
DESCRIPTION
fgeto() reads the ne character fronstreamand returns it as amnsigned bar cast to arint, or EOF on
end of file or errar

getq) is equivalent tofgetc() except that it may be implemented as a macro whieluatesstreammore
than once.

getchar() is equvalent togetc(stdin).

gety) reads a line fronstdin into the luffer pointed to bys until either a terminating mdine or EOF,
which it replaces with0’. No check for uffer overrun is performed (seBUGS belaw).

fgety) reads in at most one less therecharacters fronstreamand stores them into theffer pointed to
by s. Reading stops after @8OF or a nevline. If a newline is read, it is stored into theiffer. A \0’ is
stored after the last character in thufér.

ungetq) pushes back tostream cast tounsigned har, where it is &ailable for subsequent read opera-
tions. Pushed-baatharacters will be returned inveese order; only one pushback is guaranteed.

Calls to the functions described here can beethiwith each other and with calls to other input functions
from thestdiolibrary for the same input stream.

For non-locking counterparts, sealocked_stdid3).

RETURN VALUE
fgetd(), getq) andgetchan() return the character read asuarsigned har cast to arint or EOF on end of
file or error

gety) andfgety) returns on success, and NULL on error or when end of file occurs while no characters
have keen read.

ungetd) returnsc on success, &OF on error

CONFORMING TO
C89, C99.LSB deprecategety).

BUGS
Never usegety). Becausét is impossible to tell without kivsing the data in adince hov mary characters
getq) will read, and becausgety) will continue to store characters past the end of thfeeh it is
extremely dangerous to usé.has been used to break computer secutigefgety)) instead.
It is not advisable to mix calls to input functions from shéio library with low-level calls toread(2) for
the file descriptor associated with the input stream; the results will be undefinezhapdobably not what
you vant.

SEE ALSO
read(2), write (2), ferror(3), fgetwo(3), fgetwy(3), fopen(3), fread3), fseek3), getling(3), getwchar(3),
puts(3), scan{3), ungetwq3), unlocked_stdiq3)
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NAME
ip — Linux IPv4 protocol implementation

SYNOPSIS
#include <sys/sockt.h>
#include <netinet/in.h>

tcp_soket = socket(PF_INET, SOCK_STREAM, 0);
raw_soket = socket(PF_INET, SOCK_RAW, protocol);
udp_soket = socket(PF_INET, SOCK_DGRAM, protocol);

DESCRIPTION
The programmes'interface is BSD soaks compatible For more information on soeks, sesoclet(7).

An IP soclet is created by calling theocket(2) function assocket(PF_INET, socket_type, protocol).
Valid soclet types aresSOCK_STREAM to open atcp(7) soclket, SOCK_DGRAM to open audp(7)
soclet, orSOCK_RAW to open aaw(7) soclet to access the IP protocol directfyrotocolis the IP proto-
col in the IP header to be reead or sent. Theonly valid values forprotocol are0 andIPPROTO_TCP
for TCP sockts and) andIPPROTO_UDP for UDP soclets.

When a process amts to recee rew incoming packts or connections, it should bind a setcto a local
interface address usirignd(2). Onlyone IP sockt may be bound to grgiven local (address, port) pair
WhenINADDR_ANY is specified in the bind call the satkwill be bound taall local interfices. When
listen(2) orconnec(2) are called on a unbound setkhe sockt is automatically bound to a random free
port with the local address setidbADDR_ANY .

ADDRESS FORMAT
An IP soclet address is defined as a combination of an IP auerdddress and a port numidwe basic IP
protocol does not supply port numbersythes implemented by highenld protocols like tcp(7).

struct sockaddr_in {

sa_fmily_t sin_amily;  /* addressdmily: AF_INET */
u_intl6_t sin_port; /* port in netvork byte order */
struct in_addrsin_addr; [*internet address */

/* Internet address. */
struct in_addr {
u_int32_t s_addr; /* address in netark byte order */

h
sin_familyis aways set toAF_INET. This is required; in Linux 2.2 most natvking functions return
EINVAL when this setting is missingsin_portcontains the port in netwk byte orderThe port numbers
belov 1024 are calledreserved ports Only processes with fefctive wer id 0 or the
CAP_NET_BIND_SERVICE capability maybind(2) to these soeks.

sin_addris the IP host addres3he addr member ofstruct in_addr contains the host intexfe address in
network order in_addr should be only accessed using ihet_aton(3), inet_addr(3), inet_makeaddr(3)
library functions or directly with the name resal\(seggethostbynamé3)).

Note that the address and the port aveagd stored in netark order In particulag this means that you

need to calhtons(3) on the number that is assigned to a port. All address/port manipulation functions in
the standard library erk in netvork order

SEE ALSO
sendmsg@?2), recvmsg?2), socket(7), netlink (7), tcp(7), udp(7), raw(7), ipfw (7)
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NAME

ipv6(7)

ipv6, PF_INET6 - Linux IPv6 protocol implementation

SYNOPSIS

#include <sys/sockt.h>
#include <netinet/in.h>

tcp6_soket = socket(PF_INET6, SOCK_STREAM, 0);
raw6_so&et = socket(PF_INET6, SOCK_RAW, protocol);
udp6_soket = socket(PF_INET6, SOCK_DGRAM, protocol);

DESCRIPTION

Linux 2.2 optionally implements the Internet Protoc@ltsion 6. This man page contains a description of
the IPv6 basic API as implemented by the Linexrlel and glibc 2.1The interfce is based on the BSD
soclets interice; sesocket(7).

The IPv6 API aims to be mostly compatible with th€7) v4 API. Only differences are described in this
man page.

To bind anAF_INET6 soclet to aly process the local address should be copied frorm@zldr_anyvari-
able which hasn6_addrtype. Instatic initializationssNEADDR_ANY_INIT may also be used, which
expands to a constantgression. Bottof them are in netark order

The IPv6 loopback address (::1) igidable in the globain6addr_loopbak variable. For initializations
INGADDR_LOOPBACK_INIT should be used.

IPv4 connections can be handled with the v6 API by using the v4-mapped-on-v6 address type; thus a pro-

gram only needs only to support this API type to support both protothls.is handled transparently by
the address handling functions in libc.

IPv4 and IPv6 share the local port spatéhen you get an IPv4 connection or petcto a IPv6 soakt its
source address will be mapped to v6 and it will be mapped to v6.

Address Prmat

NOTES

struct sockaddr_in6 {
uintl6_t  sin6_&mily; /* AF_INET6 */
uintl6_t sin6_port; /* port number */
uint32_t sin6_flainfo; /* IPv6 flow information */
struct in6_addr sin6_addr; /* IPv6 address */
uint32_t sin6_scope_id* Scope ID (n& in 2.4) */
h

struct in6_addr {
unsigned chars6_addr[16]; /1Pv6 address */
b

sin6_familyis always set toAF_INET6; sin6_portis the protocol port (sesn_portin ip(7)); sin6_flowinfo

is the IPv6 flov identifier; sin6_addris the 128-bit IPv6 addressin6_scope_ids an ID of depending of
on the scope of the addredsis nev in Linux 2.4. Linux only supports it for link scope addresses, in that
casesin6_scope_idontains the inteaice inde (seenetdevice(7))

The sodaddr_in6 structure is bigger than the genesiodkaddr. Programs that assume that all address
types can be stored safely istauct sokaddrneed to be changed to usteuct sokaddr_stoagefor that
instead.

SEE ALSO

cmsg3),ip(7)
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sigaction — POSIX signal handling functions.

SYNOPSIS

#include <signal.h>

int sigaction(int signum const struct sigaction *act, struct sigaction *oldact);

DESCRIPTION

Thesigactionsystem call is used to change the actioertay a process on receipt of a specific signal.
signumspecifies the signal and can bg &alid signal &ceptSIGKILL andSIGSTOP.

If actis non—null, the ne action for signakignumis installed fromact. If oldactis non-null, the pnéous
action is seed in oldact

Thesigactionstructure is defined as somethingelik

struct sigiction {
void (*sa_handler)(int);
void (*sa_sigction)(int, siginfo_t *, vid *);
sigset_t sa_mask;
int sa_flags;
void (*sa_restorer)(@id);
}

On some architectures a union igdilved - do not assign to bosla_handlerandsa_sigaction

The sa_lestoer element is obsolete and should not be use@SIX does not specify sa_lestoer ele-
ment.

sa_handlerspecifies the action to be associated wignumand may beSIG_DFL for the deéult action,
SIG_IGN to ignore this signal, or a pointer to a signal handling function.
sa_maslgives a mask of signals which should be bleckduring gecution of the signal handlein addi-
tion, the signal which triggered the handler will be bextkunless th6A_NODEFER or SA_NOMASK
flags are used.
sa_flays specifies a set of flags which modify the hebar of the signal handling process. It is formed by
the bitwise OR of zero or more of the fallimg:

SA_NOCLDSTOP

If signumis SIGCHLD, do not receie rotification when child processes stop (i.e., when
child processes reae me of SIGSTOP, SIGTSTP, SIGTTIN or SIGTTOU).

SA_RESTART
Provide behaiour compatible with BSD signal semantics by making certain system calls
restartable across signals.

RETURN VALUES

sigactionreturns 0 on success and -1 on error

ERRORS

EINVAL
An invalid signal was specified.This will also be generated if an attempt is made to change the
action forSIGKILL or SIGSTOP, which cannot be caught.

SEE ALSO

Kill (1), kill (2), killpg (2), paus€2), sigsetop43),
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sigsuspend/sigprocmask(2)

NAME
sigprocmask — change and/oaenine callers sgnal mask
sigsuspend - install a signal mask and suspend caller until signal
SYNOPSIS

#include <signal.h>
int sigprocmask(int how, const sigset_t set, sgset_t *ose);
int sigsuspend(const sigset_tse?);

DESCRIPTION sigprocmask

The sigprocmask( ) function is used toxamine and/or change the caltedgnal mask. If the value is
SIG_BLOCK, the set pointed to by thegarmentsetis added to the current signal madk.the value is
SIG_UNBLOCK, the set pointed by thegumentsetis remaed from the current signal maski the value

is SIG_SETMASK, the current signal mask is replaced by the set pointed to byghmeantset If the
argumentosetis NotNULL, the preious mask is stored in the space pointed todst If the \alue of the
argumentsetis NULL, the valuehowis not significant and the callerdgnal mask is unchanged; thus, the
call can be used to inquire about currently béstkignals.

If there are ay pending unblockd signals after the call gigprocmask() at least one of those signals will
be deliered before the call tsigprocmask( )returns.

It is not possible to block those signals that cannot be ignored this restriction is silently imposed by the sys-
tem. Sessigaction(2).

If sigprocmask( )fails, the callers sgnal mask is not changed.

RETURN VALUES

On successsigprocmask( )returns0. On failure, it returns-1 and set®rrno to indicate the error

ERRORS

sigprocmask( )fails if any of the following is true:
EFAULT setor osetpoints to an illgd address.
EINVAL The \alue of thehowargument is not equal to one of the definatles.

DESCRIPTION sigsuspend

sigsuspend( yeplaces the calles’sgnal mask with the set of signals pointed to by tfeu@rentsetand
then suspends the caller until ety of a signal whose action is either teeute a signal catching func-
tion or to terminate the process.

If the action is to terminate the procesgsuspend()does not returnlf the action is to xecute a signal
catching functionsigsuspend()returns after the signal catching function retur@ return, the signal
mask is restored to the set thgisted before the call tsigsuspend(.)

It is not possible to block those signals that cannot be ignoredsizes(5)); this restriction is silently
imposed by the system.

RETURN VALUES

Sincesigsuspend( suspends processeeution indefinitely there is no successful completion retuatue.
On failure, it returns -1 and segsrno to indicate the error

ERRORS
sigsuspend( fails if either of the folleving is true:
EFAULT setpoints to an illgd address.
EINTR A signal is caught by the calling process and control is returned from the signal catching
function.
SEE ALSO

sigaction(2), sigsetop$3C),
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sigsetops, sigemptyset, sigfillset,aslgiset, sigdelset, sigismember — manipulate sets of signals

SYNOPSIS

#include <signal.h>

int sigemptyset(sigset_t $ef);

int sigfillset(sigset_t *sef);

int sigaddset(sigset_t $et, int signo);

int sigdelset(sigset_t $et, int signo);

int sigismember(sigset_t $et, int signo);

DESCRIPTION

These functions manipulasigset_tdata types, representing the set of signals supported by the implemen-
tation.

sigemptyset()initializes the set pointed to Isgtto exclude all signals defined by the system.
sigfillset()initializes the set pointed to Isgtto include all signals defined by the system.
sigaddset( Jadds the indidual signal specified by thele ofsignoto the set pointed to kget
sigdelset( )deletes the indidual signal specified by thele ofsignofrom the set pointed to kget

sigismember()checks whether the signal specified by thkie ofsignois a member of the set pointed to
by set

Any object of typesigset_tmust be initialized by applying eithaigemptyset()or sigfillset() before
applying aiy other operation.

RETURN VALUES

Upon successful completion, teeismember()function returns aalue of one if the specified signal is a
member of the specified set, or @ue of 0 if it is not. Upon successful completion, the other functions
return a alue of 0. Otherwise aalue of -1 is returned ar&drno is set to indicate the error

ERRORS

sigaddset() sigdelset( ) and sigismember( )will f ail if the following is true:
EINVAL The \alue of thesignoargument is not aalid signal number
sigfillset() will fail if the following is true:

EFAULT Thesetargument specifies anvidid address.

SEE ALSO

sigaction(2), sigpending2), sigprocmask?2), sigsuspend?), attrib uteq5), signal(5)

SP-Klausur Manual-Auszug 2010-04-09 1



soclet(3) sockt(3)

NAME
soclet - create an endpoint for communication

SYNOPSIS
#include <sys/types.h>
#include <sys/sockt.h>

int socket(int domain int type int protocol);

DESCRIPTION
socket() creates an endpoint for communication and returns a descriptor

The domainparameter specifies a communications domain within which communication weilfitste;
this selects the protocoarhily which should be usedThe protocol &mily generally is the same as the
addressdmily for the addresses supplied in later operations on thetso€kecurrently understood fer
mats are:

PF_INET  ARPA Internet protocols

The sockt has the indicatetype which specifies the communication semanti€sirrently defined types
are:

SOCK_STREAM
SOCK_DGRAM

A SOCK_STREAM type proides sequenced, reliable,dway connection-based byte streamds out-of-
band data transmission mechanism may be suppofte&&DCK_DGRAM soclet supports datagrams (con-
nectionless, unreliable messages of edigtypically small) maximum length).

protocolspecifies a particular protocol to be used with theetoddormallyonly a single protocobésts to
support a particular soektype within a gien protocol family. Howeve, multiple protocols mayast, in
which case a particular protocol must be specified in this maiiherprotocol number to use is particular
to the “communication domain” in which communication is tcetglace. Ifa protocol is specified by the

caller, then it will be packaged into a s@tlevel option request and sent to the underlying protocol layers.

Soclets of typeSOCK_STREAM are full-duple byte streams, similar to pipe# stream sockt must be in

aconnectedstate before gndata may be sent or revedl on it. A connection to another saekkis created
with a connec{3N) call. Once connected, data may be transferred ugiad(2) andwrite (2) calls or

some ‘ariant of thesend3N) andrecv(3N) calls. When a session has been completedpsg2) may be

performed. Out-of-bandiata may also be transmitted as described ors¢he(3N) manual page and
receved as described on theecv(3N) manual page.

The communications protocols used to impleme8D&K_STREAM insure that data is not lost or dupli-
cated. Ifa pece of data for which the peer protocol haffdr space cannot be successfully transmitted
within a reasonable length of time, then the connection is considereshlanil calls will indicate an error
with -1 returns and witETIMEDOUT as the specific code in the globaliableerrno. A SIGPIPE signal

is raised if a process sends on a broktream; this causes veprocesses, which do not handle the signal,
to exit.

RETURN VALUES

A -1is returned if an error occur©therwise the returnalue is a descriptor referencing the setck
ERRORS

Thesoclet() call fails if:

EACCES Permission to create a satlof the specified type and/or protocol is denied.
ENOMEM Insufficient user memory isvailable.
SEE ALSO

closg?2), read(2), write (2), accep{(3N), bind (3N), connec{3N), listen(3N),
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stat, fstat, Istat — get file status

SYNOPSIS

#include <sys/types.h>
#include <sys/stat.h>
#include <unistd.h>

int stat(const char *path, struct stat * buf);
int fstat(int fd, struct stat * buf);
int Istat(const char *path, sruct stat * buf );

Feature &st Macro Requirements for glibc (feature_test_macoy7)):

Istat(): _BSD_SOURCE || _XOPEN_SOURCE >= 500

DESCRIPTION

These functions return information about a filo permissions are required on the file itself, - in the
case ofstat() andlstat() — execute (search) permission is required on all of the directoripaththat lead
to the file.

stat() stats the file pointed to tpathand fills inbuf .

Istat() is identical tostat(), except that ifpathis a symbolic link, then the link itself is stat-ed, not the file
that it refers to.

fstat() is identical tostat(), except that the file to be stat-ed is specified by the file descfiptor
All of these system calls returrstatstructure, which contains the foing fields:

struct stat {
dev_t st_de; /*ID of device containing file */
ino_t st_ino; /*inode number */
mode_t st_mode; /protection */
nlink_t st_nlink; /*number of hard links */
uid_t st_uid; /*user ID of evner */
gid_t st_gid; /*group ID of avner */
dev_t st_rde; /* device ID (if special file) */
off_t st _size; /*total size, in bytes */
blksize_t st_blksize; /* blocksize for file system /O */
blkent_t st_blocks; /humber of blocks allocated */
time_t st_atime;/* time of last access */
time_t st_mtime; /* time of last modification */
time_t st_ctime; /* time of last status change */

h

Thest_de field describes the gize on which this file resides.
Thest_rdev field describes the dize that this file (inode) represents.

The st_sizefield gives the size of the file (if it is a gailar file or a symbolic link) in bytesThe size of a
symlink is the length of the pathname it contains, without a trailing null byte.

The st_blodks field indicates the number of blocks allocated to the file, 512-byte ufiitis may be
smaller tharst_sizé512 when the file has holes.)

Thest_blksizdield gives the "preferred” blocksize for fidient file system 1/O(Writing to a file in smaller
chunks may cause an ifiefent read-modify-rerite.)
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Not all of the Linux file systems implement all of the time fiel8sme file system types allanounting in
such a way that file accesses do not cause an update of thémefield. (See'noatime" inmount(8).)

The fieldst_atimeis changed by file accesses, faample, byexece(2), mknod(2), pipe(2), utime(2) and
read(2) (of more than zero bytespther routines, lie mmap(2), may or may not updagt_atime

The fieldst_mtimeis changed by file modifications, foxample, bymknod(2), truncate(2), utime(2) and
write (2) (of more than zero bytesMoreover, st_mtimeof a directory is changed by the creation or dele-
tion of files in that directory The st_mtimefield is not changed for changes iwaer, group, hard link
count, or mode.

The fieldst_ctimeis changed by writing or by setting inode information (i.evner, group, link count,

mode, etc.).
The folloving POSIX macros are defined to check the file type usinsttineoddield:
S_ISREG(m) isit a regular file?
S_ISDIR(m) directory?
S_ISCHR(m) charactedevice?
S_ISBLK(m) blockdevice?
S_ISFIFO(m) FIFO(named pipe)?
S_ISLNK(m) symboliclink? (Not in POSIX.1-1996.)

S_ISSOCK(m) soclet? (Not in POSIX.1-1996.)

RETURN VALUE
On success, zero is returnedn error -1 is returned, anérrnois set appropriately

ERRORS
EACCES
Search permission is denied for one of the directories in the path prefiatiof (See also
path_resolution(7).)
EBADF
fdis bad.
EFAULT
Bad address.
ELOOP
Too mary symbolic links encountered while trersing the path.
ENAMET OOLONG
File name too long.
ENOENT
A component of the pathathdoes not eist, or the path is an empty string.
ENOMEM
Out of memory (i.e., &rnel memory).
ENOTDIR
A component of the path is not a directory
SEE ALSO

accesf?), chmod(2), chown(2), fstatat(2), readlink (2), utime(2), capabilities(7), symlink(7)
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NAME
waitpid — wait for child process to change state

SYNOPSIS
#include <sys/types.h>
#include <sys/wait.h>

pid_t waitpid(pid_t pid, int *stat_log int options;
DESCRIPTION

waitpid() suspends the calling process until one of its children changes state; if a child process changed

state prior to the call tvaitpid(), return is immediatepid specifies a set of child processes for which sta-
tus is requested.

If pidis equal tqpid_t)-1, satus is requested for aohild process.

If pid is greater tharfpid_t)0, it specifies the proced® of the child process for which status is
requested.

If pid is equal topid_t)0 status is requested foryachild process whose process grabps equal
to that of the calling process.

If pid is less thar(pid_t)-1, status is requested for yarhild process whose process grdbpis
equal to the absolutelue ofpid.

If waitpid() returns because the status of a child processiislale, then that status may beaeiated with
the macros defined hystat(5). If the calling process had specified a non-zetloe ofstat_log the status
of the child process will be stored in the location pointed tstéty loc

The optionsargument is constructed from the bitwise inchesDR of zero or more of the folleing flags,
defined in the headesys/wait.h>

WCONTINUED The status of ancontinued child process specified pid, whose status has not
been reported since it continued, is also reported to the calling process.

WNOHANG waitpid() will not suspend ecution of the calling process if status is not imme-
diately available for one of the child processes specifiegbioy

WNOWAIT Keep the process whose status is returnestan locin a waitable state. The pro-
cess may be aited for agin with identical results.

RETURN VALUES
If waitpid() returns because the status of a child processiislale, this function returns aalue equal to
the procestD of the child process for which status is reportddvaitpid() returns due to the deéry of a
signal to the calling process] is returned anerrno is set toEINTR. If this function vas irvoked with
WNOHANG set inoptions it has at least one child process specifiegiblffor which status is notvailable,
and status is notvailable for ary process specified bgid, O is returned.Otherwise,-1 is returned, and
errnois set to indicate the error

ERRORS
waitpid() will fail if one or more of the follwing is true:
ECHILD The process or process group specifiegibydoes not xist or is not a child of the call-
ing process or can ner be in the states specified Imptions
EINTR waitpid() was interrupted due to the receipt of a signal sent by the calling process.
EINVAL An invalid value was specified fooptions.
SEE ALSO

exed2), exit(2), fork (2), sigaction(2), wstat(5)
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